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Department of Justice § 17.2

Subpart H—Disposal and Destruction of
Classified Information

17.116 Policy.
17.117 Record material.
17.118 Nonrecord material.
17.119 Methods of destruction.
17.120 Records of destruction.

Subpart I—Special Access Programs

17.121 Policy.
17.122 Authority for establishing special ac-

cess programs.
17.123 Requesting the establishment or re-

newal of special access programs.
17.124 Information required in requests for

special access programs.
17.125 Identification markings and account-

ing for special access programs.

Subpart J—Executive Branch Oversight
and Policy Direction

17.126 National Security Council.
17.127 Administrator of General Services.
17.128 Information Security Oversight Of-

fice.
17.129 Department representatives to inter-

agency meetings.
17.130 Coordination with the Information

Security Oversight Office.

Subpart K—Department of Justice Security
Responsibilities

17.131 General responsibilities and duties.
17.132 Loss or possible compromise of classi-

fied information.
17.133 The Attorney General.
17.134 Assistant Attorney General for Ad-

ministration.
17.135 Department Review Committee.
17.136 The Office of Professional Respon-

sibility.
17.137 The Department Security Officer.
17.138 Security education.
17.139 Oversight.
17.140 Heads of Offices, Boards, Divisions

and Bureaus.
17.141 Security Programs Managers.
17.142 Security Officers.
17.143 Emergency planning.
17.144 Employees.

Subpart L—Security Violations and
Administrative Sanctions

17.145 Violations subject to sanctions.
17.146 Reporting security violations.
17.147 Corrective action.
17.148 Administrative discrepancies.

AUTHORITY: 5 U.S.C. 301; 28 U.S.C. 509, 510;
E.O. 12356.

SOURCE: Order No. 1112–85, 50 FR 46388, Nov.
7, 1985, unless otherwise noted.

Subpart A—General Provisions

§ 17.1 Purpose.

The purpose of this regulation is to
insure that information within the De-
partment of Justice, herein referred to
as the Department, relating to the na-
tional security (as used hereinafter, a
collective term which means the na-
tional defense and foreign relations of
the United States) is protected, pursu-
ant to the provisions of Executive
Order 12356 and its implementing direc-
tive. (See § 17.2 (a) and (b)). This regula-
tion prescribes: a progressive system
for classification, downgrading and de-
classification; information safeguard-
ing policies and procedures; a monitor-
ing system to insure the effectiveness
of the National Security Information
Program throughout the Department;
and a system for reporting and inves-
tigating security violations and sanc-
tions for such violations. The provi-
sions of this regulation become effec-
tive upon approval by the Attorney
General.

§ 17.2 Authority.

(a) This regulation is issued in com-
pliance with, and as a supplement to,
the provisions of:

(1) 28 U.S.C. 503 and 509;
(2) 5 U.S.C. 301;
(3) Executive Order No. 12356 entitled,

‘‘National Security Information,’’
dated April 2, 1982.

(4) Director of Central Intelligence
Directive Number 1/14 entitled, ‘‘Mini-
mum Personnel Security Standards
and Procedures Governing Eligibility
for Access to Sensitive Compartmented
Information.’’

(5) The Information Security Over-
sight Office Directive No. 1 entitled,
‘‘National Security Information,’’
dated June 23, 1982.

(6) 28 CFR 0.75(p), which outlines the
security policy functions of the Justice
Management Division (Security Staff).

(7) Department Order 2600.2A enti-
tled, ‘‘Security Programs and Respon-
sibilities.’’

(b) List of references. (1) Department
Order 2620.4 entitled, ‘‘Physical Secu-
rity Manual for Safeguarding Classified
National Security Information (E.O.
11652).’’
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